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In 2019, 60% of data breaches were linked to a
vulnerability where a patch was available, but not applied'.

Data breaches cost businesses an average of $3.92 million.
The average size of a breach is 25,575 records containing

sensitive and confidential information. Each record costs
about $150 on average globally and $242 in the U.S2.

Peace of mind is worth the investment.

Learn more and get a free trial by going to avast.com/patch.
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